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	Reason for change:
(

	Currently the subscribePresence operation differs semantically from Subscribe to Presence in a SIP / IMS network in that it sets up a subscription but only afterwards do further methods decide between polling (getUserPresence) or notification (startPresenceNotification) modes. 

The subscribePresence operation also differs in that the subscription is authorized on a per attribute rather than per subscription basis, something not supported by SIMPLE where access to attributes is controlled separately from authorization of the subscription itself (via ‘transformations’ in Presence content rules). 

The interaction between subscribePresence and the later methods is also unclear when attributes differ between the two method calls. 

There is a mandatory ‘Application’ parameter that should at least be optional. 

The getUserPresence operation does not allow a poll request to multiple Presentities although this is supported in SIP / IMS networks.

The endPresenceNotification operation acts differently to a SIP Subscribe (Terminate) in SIP / IMS networks in that the subscription remains active.

The Parlay X subscription methods refer to groups of Presentiies via an array of presentity URIs (or inclusion of group URIs) rather than a URI that may resolve to a single presentity or a group or list. 

Furthermore, the startPresenceNotificationResponse includes a result giving presentities ‘for which the requested notifications could not be set up’ but this is not generally supported in SIP / IMS networks which tend to work on a ‘best effort’ basis.

	
	

	Summary of change:
(

	The hierarchy between first - subscribePresence and second - either startPresenceNotification or getUserPresence is avoided by optional additions to the latter methods.

The startPresenceNotification method is capable of being mapped to SIP Subscribe (Initial) / SIP Subscribe (Refresh). The getUserPresence method is capable of being mapped to SIP Subscribe (Poll). The endPresenceNotification method is capable of being mapped to SIP Subscribe (Terminate).

The getUserPresence operation allows for multiple Presentities as supported in SIP / IMS networks.

The CheckImmediate parameter is made optional in startPresenceNotification. In SIP / IMS networks, notifications (even if empty) are always sent immediately in response to new subscription requests.

The startPresenceNotification and getUserPresence operations may optionally include a parameter to indicate whether notifications for multiple Presentities are supported (since an individual presentity in the request may resolve to a group or list).
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not approved:
	The Parlay X Presence service is incompatible with the Presence service provided by SIP / IMS networks and thus the possibilities to map to such services is severely limited. 
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	1st Modified Section


2
References

Add the following references:

[16]
IETF RFC 3863: “Presence Information Data Format (PIDF) ”.

[17]
IETF RFC 4480: “RPID: Rich Presence Extensions to the Presence Information Data Format (PIDF)”.
	2nd Modified Section


7.33
PresenceDataFormat enumeration
This enumeration shows the presence data format that may be requested.
Only one value – PIDF - is currently defined.
	Enumeration
	Description

	PIDF
	PIDF document – see RFC 3863 [16] and any extensions (for example, the extensions to PIDF defined in RFC 4480 [17]).


	3rd Modified Section


8.1
Interface: PresenceConsumer

Client role: watcher.

This set of methods is used by the watcher to obtain presence data. The watcher can select between a polling mode or a notification mode in order to receive presence data.
8.1.2 Operation:  getUserPresenceRequest

Returns the aggregated presence data of a presentity or a group / list of Presentities to the watcher.  Only the attributes which the watcher is entitled to see will be returned..

The Attributes message part specifies a subset of all possible attribute types that can be returned and can be used as a filter. If the Attributes message part is empty, the watcher wants to be notified of all attribute types.

If the request identifies a group / list of multiple Presentities, the watcher may receive presence attributes for every Presentity in the group / list. 
Note: A mapping to SIP / IMS networks for multiple Presentities may involve the routing of the request to an RLS Server rather than directly to a Presence Server.
The returned attributes will be dependent on the authorization afforded to the watcher by each presentity.

The ‘Waiting’ value of Watcher Subscription Status allows a Presentity to be informed of a request that expired without an authorization decision. ‘Waiting’ subscriptions can be reported when the presentity subscribes to watcher information via getMyWatchers() or / and getOpenSubscriptions(). The presentity may then authorize the watcher (via updateSubscriptionAuthorization() before the request from the watcher is repeated.
8.1.2.1 Input message: getUserPresenceRequest

	Part name
	Part type
	Optional
	Description

	watcher
	xsd:anyURI
	No
	The watcher who wants to see a presentity or a group / list of presentities. The Watcher Application invokes this operation on behalf of this watcher.  It is assumed that the Watcher Application has authenticated the watcher.

	
	
	
	

	Presentities
	xsd:anyURI
[1 … unbounded]

	No
	The presentity or group / list of presentities whose attributes the watcher wants to see.

Note: In the latter case, the network may only allow the list owner to subscribe to a list of presentities. i.e. the watcher may have to be the  list owner.

	MultiplePresentities 
	xsd:Boolean

	Yes
	The watcher  accepts notifications for multiple Presentities.

	Attributes
	PresenceAttributeType [0..unbounded]
	Yes
	The attribute types the watcher wants to see (The same attributes for all list members). An empty array means all attribute types.

	Application
	xsd:string
	Yes
	Describes the application the watcher needs the data for.

(Operator Policy may make this parameter mandatory).

	Format
	PresenceDataFormat
	Yes
	If present, the watcher accepts Presence data formatted as described e.g. as a PIDF document – see RFC 3863 [16] and any extensions (for example, the extensions to PIDF defined in RFC 4480 [17]).


8.1.2.2 Output message: getUserPresenceResponse

In the Output message, one of ‘result’, ‘NotificationResult’ or ‘PresenceDocument’ must be provided.  Only one should be provided.
	Part name
	Part type
	Optional
	Description

	result
	PresenceAttribute [0..unbounded]
	Yes
	The actual presence data.

	NotificationResult
	PresenceNotification [0..unbounded]
	Yes
	The presence data in a Presence Notification structure form.

	PresenceDocument
	xsd:string
	Yes
	Presence data formatted as a PIDF document in RFC 3863 [16] and any extensions (for example, the extensions to PIDF defined in RFC 4480 [17]).


8.1.2.3 Referenced faults

ServiceException from 3GPP TS 29.199-1 [6]:
· SVC0001: Service error.

· SVC0002: Invalid input value.

· SVC0004: No valid addresses - if the presentity address does not exist.
PolicyException from 3GPP TS 29.199-1 [6]. The presentity has the possibility to cancel or block a subscription by manipulating the policy rules. The exception informs the watcher about this status change:
· POL0001: Policy error.

· POL0002: Privacy error.
· 
8.1.3 Operation:  startPresenceNotification







Initiates a subscription for notifications of the presence of a Presentity, or of the presence of a group / list of Presentities, to the watcher via statusNotified(). 
NOTE:
A mapping to SIP / IMS networks for multiple Presentities may involve the routing of the request to an RLS Server rather than directly to a Presence Server.
The Reference message part contains the Web Service reference that provides the information necessary for the Presence Supplier to notify the watcher with the results of the subscription request.  The correlator element of this Web service reference associates the notification events in subsequent messages with the request. 

The Attributes message part specifies a subset of all possible attribute types that can be subscribed and can be used as a filter. The watcher sets a notification trigger on certain user presence attribute changes. If the Attributes message part is empty, the watcher wants to be notified about changes to all attribute types.

If the request identifies a list of multiple Presentities, the watcher will receive notifications for every Presentity in the list. However, the notified attributes will be dependent on the watcher subscription status for each presentity.

For each presentity, limited or no presence information may be present in the resulting notifications until the presentity has authorized the watcher and allowed access to attributes. 

In order to be informed of the subscription and authorize a new watcher (via updateSubscriptionAuthorization(), the presentity can subscribe to watcher information via getMyWatchers() or / and  getOpenSubscriptions().

8.1.3.1 Input message: startPresenceNotificationRequest

	Part name
	Part type
	Optional
	Description

	watcher
	xsd:anyURI
	No
	The watcher who wants to monitor a presentity or a group / list of presentities. The Watcher Application invokes this operation on behalf of this watcher. It is assumed that the Watcher Application has authenticated the watcher.

	Presentities 
	xsd:anyURI

[1 … unbounded]
	No
	
The presentity or group / list of presentities whose attributes the watcher wants to monitor .

Note: In the latter case, a network may only allow the list owner to subscribe to a list of Presentities i.e. the watcher may have to be the list owner. 

	MultiplePresentities 
	xsd:Boolean
	Yes
	If present and true, the watcher  accepts notifications for multiple Presentities.

	Attributes
	PresenceAttributeType [0..unbounded]
	Yes
	The attribute types the watcher wants to access.  (The same attributes for all list members). An empty array means monitoring of all attribute types.

	Application
	xsd:string
	Yes
	Describes the application the watcher needs the data for.

(Operator Policy may make this parameter mandatory).

	Reference
	common:SimpleReference
	No
	The notification interface (contains the correlator string used in subsequent messages to the notification interface).

	Frequency
	common:TimeMetric
	Yes
	Maximum frequency of notifications (can also be considered minimum time between notifications). In case of a group subscription the service must make sure this frequency is not violated by notifications for various members of the group, especially in combination with checkImmediate.

	Duration
	common:TimeMetric
	Yes
	Length of time notifications occur for, do not specify to use default notification time defined by service policy.

	Count
	xsd:int
	Yes
	Maximum number of notifications.  For  no maximum, either do not specify this part or specify a value of zero.

	CheckImmediate
	xsd:boolean
	Yes
	Whether to check status immediately after establishing notification. If absent, the default action is as if set to ‘true’.

	Format
	PresenceDataFormat
	Yes
	If present, the watcther accepts Presence data formatted as described e.g. as a PIDF document – see RFC 3863 [16] and any extensions (for example, the extensions to PIDF defined in RFC 4480 [17]).


8.1.3.2 Output message: startPresenceNotificationResponse

	Part name
	Part type
	Optional
	Description

	result
	xsd:anyURI [0..unbounded]
	Yes
	The presentities for which the requested notifications could not be set up. Empty if notifications were set up for all the specified Presentities or the network does not return this information.


8.1.3.3 Referenced faults

ServiceException from 3GPP TS 29.199-1 [6]:
· SVC0001: Service error.

· SVC0002: Invalid input value.

· SVC0004: No valid addresses - if the presentity address does not exist.
· SVC0005: Duplicate  correlator.

· SVC0006: Invalid Group
PolicyException from 3GPP TS 29.199-1 [6]. The presentity has the possibility to cancel or block a subscription by manipulating the policy rules. The exception informs the watcher about this status change:
· POL0001: Policy error.

· POL0002: Privacy error.
· POL0003: Too many addresses.
· POL0004: Unlimited notifications not supported

· POL0005: Too many notifications requested.

· POL0006: Groups not allowed.

· POL0007: Nested groups not allowed.

· POL0009: Invalid frequency requested.
8.1.4 Operation:  endPresenceNotificationRequest

Indicates that the watcher does not want further notifications for a specific notification request (identified by the correlator).

8.1.4.1 Input message: endPresenceNotificationRequest

	Part name
	Part type
	Optional
	Description

	Correlator
	xsd:string
	No
	The notification the watcher wants to cancel.


8.1.4.2 Output message: endPresenceNotificationResponse

	Part name
	Part type
	Optional
	Description

	None
	
	
	


8.1.4.3 Referenced faults

ServiceException from 3GPP TS 29.199-1 [6]:
· SVC0001: Service error.

· SVC0002: Invalid input value.

PolicyException from 3GPP TS 29.199-1 [6]:
· POL0001: Policy error.

	End of modifications
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